Purpose

To prohibit the unauthorized physical access of South Georgia State College’s electronic devices.

Standard

Unauthorized physical access to an unattended device can result in harmful or fraudulent modification of data, fraudulent email use, or any number of other potentially dangerous situations.

In light of this, where possible and appropriate, devices must be configured to lock and require a user to re-authenticate if left unattended for more than fifteen (15) minutes.